
 

 

PnS Pack 
 

Fully secure collaborative 
solutions and data transfer 

Sending and receiving documents of any size and any nature, 
with many actors, both inside and outside the company, has 
become a daily activity. 

Classic messaging tools do not meet these new requirements: 
no security, far too small attachment size, no central hosting of 
documents. 

PnS Pack allows to send and receive your documents and to 
organise collaborative workspaces in full security. 

PnS Pack in short  
 
�  Appliance or software 

appliance hosted on your 
premises, based on a 
LAPP system: Linux, Apache, 
PostgreSQL, PHP 

 
� Compatible with all clients 

(PC, Mac, Linux) without any 
installation 

 
� Can be used from a browser 

anywhere in the world 
 
� Unlimited file size 
 
� Security: encryption, 

authentication, firewall, anti-
virus, logs 

 
� LDAP support 
 
� SMS strong authentication 
 

Solution benefits 
 
� Software and data hosted 

within the company 
 
� Control of user accounts 
  
� Data security 
 
� Graphic customisation 
 
� Turnkey solution 
 
� Integrates into the existing 

systems 
 

� Easy learning curve 
 
 

Why use PnS Pack? 
 
To organise and control sharing and transferring confidential 
or large documents between your company and the outside 
word, and to host these documents in absolute confidence. 
 
PnS Pack is your "document firewall". 
 

PnS Pack 
Now you can trust the Internet 

 

 



 

PnS Pack: integration 
 
The PnS Pack solution is a complete "turnkey" solution. After a study of 
your environment and your needs, it will be configured and installed in your 
company by our personnel. 
 
PnS Pack can be installed as a front-end server or behind a firewall.  
 
One or several LDAP directories of your company can be used, while 
applying filtering criteria. 
 
Strong authentication SMSs can be emitted directly from PnS Pack or from 
a remote system. 
 
PnS ConfidenceMail administration is simple and is done from a browser. It 
is of course done in secured mode. 
 
In case of loss of connectivity, a monitoring system sends alerts to 
administrators. 

PnS Pack: features 
 
� Unlimited number of 

users 
 
� Unlimited number of files, 

repositories and 
directories 

 
� Files 
 

� File size greater than 2 
GB 

� Granted access to files 
and monitoring of these 
downloads 

� Permissions to upload, 
and monitoring 

� Simple version 
management 

 
� Repositories 
 

� Moderation 
� Receipt notification 
� Configurable file life 

span 
� Filtering of allowed file 

types 
 

Graphic customisation 
 
We customise PnS Pack's 
images and graphic charter to 
your colours. 
 
Thus, and because it uses 
your own sub-domains and 
domains, PnS Pack's identity 
is truly yours.  
 
Your company strengthens its 
image of openness and 
security. 
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PnS Pack: architecture 
 
PnS Pack is an appliance or a software appliance, hosted on your premises. 
It is based on robust hosting standards: Linux, Apache, PostgreSQL and 
PHP. 
 
The PnS ConfidenceMail application is at the heart of PnS Pack. Very easy 
to use, it is compatible with all browsers on the market and requires no local 
installation or configuration. 
 
Communication with clients is done only through the HTTP protocol and can 
therefore pass through any firewall. PnS ConfidenceMail can be used even 
when JavaScript is not enabled. 
 
To ensure the safety of your documents, all exchanges are HTTPS encrypted. 
The PnS Pack solution includes also a firewall and an anti-virus. 
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